
Règles entrantes PREDEFINIS crée à ce jour : 

• Règles nécessaires pour forcer la mise à jour de la stratégie de groupe : 

Infrastructure de gestion Windows 

Gestion à distance des tâches planifiées 

Après une création d'une GPO pour ordinateurs, un gpupdate ne suffit pas il faut forcer la mise à jour de la 
GPO (ou attendre 45 min). 

 

Clique droite 

 

Il nous indique le nombre d'ordinateur à qui la mise à jour va être forcer 

 

Une mise à jour va se mettre en route et une erreur va s'afficher si les 2 règles ne sont pas configurées 



 

Pour éviter l'erreur ont créer les 2 règles pour autoriser la mise à jour à distance 

 

COTE UTILISATEURS ET ORDINATEURS 

Aucune modification. 

CONFIGURATION DE LA GPO 

Modifier la GPO 

Configuration ordinateur\Stratégies\Paramètres Windows\Paramètres de sécurité\Pare-feu Windows 
Defender avec ...\Pare-feu Windows Defender avec ...\Règles de trafic entrant 

 

Clique Droit\Nouvelle règle 



 

Choisir UNE règle dans la liste 

 



 

 

Terminer 

Refaire la configuration d'une nouvelle règle si on veut ajouter d'autre règle prédéfinis 

Appliquer la GPO 

CIBLAGE DE LA GPO 

Aucun Ciblage 



GPO liée à l'OU Pallanche Computers pour qu'elle s'applique à tous les PC du domaine 

Appliquer la GPO 

FONCTIONNEMENT DE LA GPO 

La GPO s'applique à tous les ordinateurs du domaine. Elle permet de définir des règles entrantes sur le 
pare-feu Windows Defender de façon centraliser pour tous les pcs du domaine 

 


